Zarzadzenie nr 21/2019
Rektora Karkonoskiej Panstwowej Szkoty Wyzszej w Jeleniej Gorze
z dnia 30 sierpnia 2019 roku

w sprawie: organizacji i funkcjonowania ochrony informacji niejawnych w Karkonoskiej
Panstwowej Szkole Wyzszej w Jeleniej Gorze

Na podstawie: art. 23 ust. 2 pkt. 5 ustawy: Prawo o szkolnictwie wyzszym i nauce
(Dz. U. 2018 r. poz. 1668 z pozn. zm.) oraz przepisow ustawy z dnia 5 sierpnia 2010 r.
0 ochronie informacji niejawnych (t.j. Dz. U. 2019 , poz. 742), zarzadza si¢ co nastepuje :

§1
Za ochron¢ informacji niejawnych przetwarzanych w Karkonoskiej Panstwowej Szkole
Wyzszej (KPSW) w Jeleniej Gorze , w szczeg6lnosci za zorganizowanie i zapewnienie
funkcjonowania tej ochrony odpowiada Rektor.

§2

1. Za zapewnienie przestrzegania przepisOw o ochronie informacji niejawnych
w Karkonoskiej Panstwowej Szkole Wyzszej w Jeleniej Gorze odpowiada Pelnomocnik
ochrony ds. informacji niejawnych podlegajacy bezposrednio Rektorowi.

2. Pelnomocnik ochrony ds. informacji niejawnych realizuje swoje zadania we wspotpracy
ze starszym specjalista ds. administracyjnych — Pelnomocnikiem Rektora ds.
obronno$ci , inspektorem bezpieczenstwa teleinformatycznego oraz administratorem
systemu informatycznego.

§3

1. Dopuszczenie do pracy na stanowisku albo zlecenie prac zwigzanych z dostgpem danej

osoby do informacji niejawnych moze nastapi¢ po:
- pisemnym upowaznieniu przez Rektora KPSW — w przypadku dost¢pu do informacji
niejawnych oznaczonych klauzulg ,,zastrzezone”,
- odbyciu szkolenia w zakresie ochrony informacji niejawnych.
2. Upowaznienie, o ktorym mowa w ust. 1 pkt. 1 moze by¢ wydane:
- w konkretnym celu (wykonanie konkretnego zadania),
- na czas okre$lony konkretnymi datami,
- do odwotania ( od dnia wydania do odwotania),
- do czasu wystapienia okre$lonego wydarzenia ( na czas zatrudnienia w komorce
organizacyjnej).

3. Wzdr pisemnego upowaznienia do dostepu do informacji niejawnych o klauzuli
,zastrzezone” oraz wzor zaswiadczenia o odbytym przeszkoleniu o ktérym mowa w § 3
pkt. 1,stanowi¢ beda zataczniki nr 1inr 2 do ,Instrukcji sposobu i trybu przetwarzania
informacji niejawnych o klauzuli ,,zastrzezone” oraz zakresu i warunkoéw stosowania
srodkoéw bezpieczenstwa fizycznego w celu ich ochrony w Karkonoskiej Panstwowej
Szkole Wyzszej w Jeleniej Gorze”, (,,Wersja nr 1.0”).

§4
Pelnomocnik ds. ochrony informacji niejawnych prowadzi i na biezaco aktualizuje wykaz osob
zatrudnionych w Karkonoskiej Panstwowej Szkole Wyzszej albo wykonujacych czynno$ci



zlecone, ktore posiadaja dostep do informacji niejawnych oraz osoéb , ktérym odmoéwiono
wydania poswiadczenia bezpieczenstwa lub je cofnigto.

§5
Za przeszkolenie pracownikéw w zakresie ochrony informacji niejawnych w Karkonoskiej
Panstwowej Szkole Wyzszej odpowiada Petnomocnik ds. ochrony informacji niejawnych.

§6
1. Za wlasciwe rejestrowanie, przechowywanie, obieg i wydawanie materialow niejawnych
uprawnionym osobom odpowiada Kancelaria materialow niejawnych.
2. Kancelari¢ materiatow niejawnych prowadzi Pelnomocnik ds. ochrony informacji
niejawnych.
3. Kanclerz KPSW odpowiedzialny jest za zabezpieczenie i wyposazenie Kancelarii
materiatow niejawnych stosownie do klauzuli przetwarzanych w niej dokumentow.

§7

1. W Karkonoskiej Panstwowej Szkole Wyzszej tworzy si¢ samodzielne stanowisko
komputerowe na ktorym moga by¢ przetwarzane informacje niejawne o klauzuli
»zastrzezone”, ktore zlokalizowane jest w budynku Biblioteki, w pomieszczeniu nr 215.

2. Zabrania si¢ przetwarzania informacji niejawnych w systemie teleinformatycznym poza
wydzielonym samodzielnym stanowiskiem komputerowym.

3. Za przetwarzanie informacji niejawnych na samodzielnym stanowisku komputerowym,
zgodnie z obowigzujagcymi przepisami, odpowiedzialny jest Petnomocnik ds. ochrony
informacji niejawnych.

4. Samodzielne stanowisko komputerowe funkcjonuje na podstawie dokumentacji
bezpieczenstwa systemu teleinformatycznego obejmujacej Szczegdlne wymagania
bezpieczenstwa i Procedury bezpiecznej eksploataciji.

§8

1. Zafunkcjonowanie w Karkonoskiej Panstwowej Szkole Wyzszej samodzielnego stanowiska
komputerowego, przeznaczonego do wytwarzania, przechowywania i przetwarzania
informacji niejawnych oraz za przestrzeganie zasad bezpieczenstwa przewidzianych dla
systemu  teleinformatycznego  odpowiedzialny  jest ~ Administrator  Systemu
Teleinformatycznego.

2. Za prowadzenie weryfikacji i biezaca kontrole zgodnosci funkcjonowania samodzielnego
stanowiska komputerowego ze szczegdlnymi wymaganiami bezpieczenstwa oraz kontroli
przestrzegania procedur bezpiecznej eksploatacji odpowiedzialny jest Inspektor
Bezpieczenstwa Teleinformatycznego.

§9

Pelnomocnik ds. ochrony informacji niejawnych:

1. Opracuje i przedstawi Rektorowi do zatwierdzenia zaktualizowany ,,Planu ochrony
informacji niejawnych w Panstwowej Karkonoskiej Panstwowej Szkoty Wyzszej w Jeleniej
Gorze” oraz zaktualizowang ,Instrukcje sposobu i trybu przetwarzania informacji
niejawnych o klauzuli ,,zastrzezone” oraz zakresu 1 warunkow stosowania $rodkow
bezpieczenstwa fizycznego w celu ich ochrony”.

2. We wspélpracy z Administratorem Systemu Teleinformatycznego i Inspektorem
Bezpieczenstwa Teleinformatycznego opracuje i przedstawi do zatwierdzenia ,,Szczegdlne
wymagania bezpieczenstwa systemu” i ,,Procedury bezpiecznej eksploatacji systemu” dla
samodzielnego stanowiska komputerowego.



§ 10
W sprawach nieuregulowanych niniejszym Zarzadzeniem majg zastosowanie przepisy ustawy
z dnia 5 sierpnia 2010 roku o ochronie informacji niejawnych (Dz. U. 2019, poz. 742)

§11
Zarzadzenie wchodzi w zycie z dniem podpisania.
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